
Password Management 

At R Bank, your security is important to us. This month, we want to help you make your 
online accounts more secure, especially when it comes to your passwords. It might seem 
easy to let your web browser remember your passwords, but it's not always the safest 
option. Web browsers are convenient, but they don't have all the special protections that 
dedicated password managers do. 

Why Not Use Your Browser? 

• Risk of Attacks: Browsers can be targets for viruses, scams, and data breaches. Saving 
passwords there is like leaving your keys in an unlocked car. 

• Lack of Security Features: Unlike dedicated password managers, browsers often don't 
offer extra security like two-factor authentication or tools to check if your password is 
strong enough. 

• Limits on Devices: Your browser’s password storage might only work on one device, 
which can be a hassle if you use multiple devices. 

Using a Password Manager 

To stay safer online, we recommend using a trusted password manager like Keeper, 
1Password, or Bitwarden. These tools are designed to keep your passwords safe with: 

• Strong Encryption: Making sure your passwords are kept private and secure. 

• Extra Security Checks: Adding more protection beyond just your password. 

• Creating Strong Passwords: Making unique passwords for each account, so it’s harder 
for someone to guess them. 

Your online safety depends on how strong your passwords are. By using a password 
manager instead of your browser, you’re taking a big step to protect your online accounts. 

Thank you for choosing R Bank. We’re here to help keep your financial and personal 
information safe. If you have any questions or need help, ask a technology savvy person in 
your life.  If you need help with a transaction, ask your friendly R Banker. 

 


